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On March 25, 2020, Ontario amended the Personal Health Information Protection Act
(PHIPA). The amendments are unrelated to the COVID-19 pandemic and largely fall in 
two categories. First, there are increases to the penalties for offenses and a new power 
given to the Information and Privacy Commissioner (IPC) to impose administrative 
penalties. Second, there are various amendments, many of which have yet to come into 
force, that aim to further regulate the use of electronically-stored Personal Health 
Information (PHI).

Tougher enforcement measures

Administrative penalties

The amendments grant the IPC the novel power to impose “administrative penalties.” 
These penalties may be imposed to encourage compliance with PHIPA, or to prevent 
people from deriving a direct or indirect economic benefit from a breach of PHIPA. The 
IPC will determine the amounts for these administrative penalties in accordance with 
regulations that the Government of Ontario has yet to enact. The regulations, when they 
become available, will likely give a better sense of the scale of the administrative 
penalties contemplated and the factors that will be considered in their imposition.

Earlier this month, the Ontario Legislature appointed Patricia Kosseim as the next 
Information and Privacy Commissioner of Ontario. Ms. Kosseim brings considerable 
experience to the role, having served over a decade as Senior General Counsel and 
Director General at the Office of the Privacy Commissioner of Canada. It will be 
interesting to see whether Ms. Kosseim will avail herself of this novel power to impose 
administrative penalties or whether it will be treated as a more symbolic power.

Because custodians may now face penalties when they benefit economically, albeit 
indirectly, from breaches of PHIPA, this may be a good time for custodians to review 
some of their internal policies and processes. For example, custodians may consider 
ensuring that their uses and disclosures of PHI for fundraising and research purposes 
comply with the requirements of PHIPA.

https://www.ontario.ca/laws/statute/04p03#top
https://www.ipc.on.ca/ontario-legislature-appoints-patricia-kosseim-as-next-commissioner/
https://www.ipc.on.ca/ontario-legislature-appoints-patricia-kosseim-as-next-commissioner/
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Maximum fines doubled

The amendments increase the maximum fines for offences under PHIPA from $100,000
to $200,000 for individuals, and from $500,000 to $1,000,000 for organizations. An 
individual found guilty of an offence under PHIPA can also face up to one year’s 
imprisonment. To date there have been only a handful of prosecutions under PHIPA 
with very few convictions. The increases in fines might therefore not change much in 
practice, but may help to deter wrongful conduct.

Availability of other remedies for breach of privacy

The amendments clarify that the right to sue for breach of privacy under section 65 of 
PHIPA does not prevent individuals from seeking other remedies. This amendment 
essentially codifies the Ontario Court of Appeal’s ruling in Hopkins v. Kay, 2015 ONCA 
112 that section 65 of PHIPA does not preclude actions for intrusion upon seclusion.

Moving to electronic records

Right to access PHI in an electronic format

The amendments also, for the first time, will grant individuals the right to access their 
records in an electronic format that meets the requirements set out in PHIPA 
regulations. These requirements have not yet been determined so this amendment will 
not be implemented until some time in the future. However, custodians may want to start
considering how they will comply with this amendment when it comes into force. One 
option may be through providers of online solutions that give patients a way to access 
their own health records. 

Consumer electronic service providers

Over the past few years, there has been a growing interest in digital platforms and 
applications that give individuals direct electronic access to their PHI. In Ontario, this 
phenomenon has been marked by the emergence of platforms such as PocketHealth, 
My Chart, and TELUS Health’s Personal Health Records program, which allow patients 
to access some of their health records or information online. 

The amendments will bring these online providers (referred to as “consumer electronic 
service providers”) within PHIPA’s purview. Consumer electronic service providers will 
be able to collect individuals’ health numbers, with consent, for the purpose of identity 
verification. They will have to comply with other requirements, which have not yet been 
adopted through regulation.

The amendments clarify that when an individual uses a particular consumer electronic 
service provider to request access to his or her PHI, the custodian need not make the 
PHI available through that same consumer electronic service provider. In other words, if 
a request for PHI is made through a consumer electronic service provider, the custodian
will not be obligated to use the consumer electronic service provider to respond to the 
request. Therefore, even though individuals will have the right to access their PHI 
electronically, they will not necessarily have the right to access it using the electronic 

https://www.canlii.org/en/on/onca/doc/2015/2015onca112/2015onca112.html?resultIndex=1
https://www.canlii.org/en/on/onca/doc/2015/2015onca112/2015onca112.html?resultIndex=1
https://www.canlii.org/en/on/onca/doc/2015/2015onca112/2015onca112.html?resultIndex=1
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platform of their choice. Custodians may decide to rely on commercial platforms, or to 
develop their own platforms.

Again, these amendments are not yet law. However, they indicate that the Ontario 
government is taking an increased interest in online tools that will allow patients to 
access and manage their own PHI.

Electronic audit logs

The amendments will impose new obligations on custodians to maintain “electronic 
audit logs” to track access to all PHI that is collected or stored electronically. Custodians
will be required to create an audit log for each individual, and to create a new entry in 
the audit log each time the individual’s PHI is accessed electronically. Each entry must 
include the following information:

a. the type of PHI that was accessed;
b. the date and time at which the PHI was accessed;
c. the names of the persons who accessed the PHI; and
d. the name of the individual whose PHI was accessed.

The idea of audit logs is not new. It has been the expectation of the IPC that custodians 
build the capacity to audit electronic access to PHI since it released Order HO-013 in 
2014. Custodians have expended considerable effort in developing their electronic audit
logging capacity over the past few years. While this amendment is not yet in force, it will 
reinforce the IPC’s expectation that custodians be able to audit electronic PHI access, 
and will likely foster custodians’ efforts in this regard.

As a practical matter, creating and maintaining such audit logs may be difficult for 
custodians that rely on numerous electronic health record systems, including many that 
are older and have limited auditing capabilities. In light of this challenge, custodians 
could begin by taking the following steps:

1. make a list of all of their electronic systems that contain PHI;
2. assess the auditing capacities of those systems;
3. identify which systems should be prioritized for creating or upgrading existing 

auditing capabilities. This assessment should take into account costs and risk 
factors (sensitivity of PHI, number of users, frequency of use, existing audit 
logging capabilities); and 

4. explore possible audit solutions, such as third party auditing software or software 
offered by existing electronic system vendors.

Conclusion

The amendments to PHIPA reflect the objectives of encouraging compliance with 
PHIPA and moving toward better management of electronic health records. Ontario is 
signalling to custodians that they need to start exploring how they will provide 
individuals with electronic access to their health records. At the same time, the 
emphasis on the need for electronic audit logs, and the regulation of consumer 
electronic service providers, suggest that the move towards greater access to electronic 
records should not come at the expense of strong security and safety measures. It will 
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be important to pay attention to the pending changes to PHIPA regulations that will 
enable the implementation of these amendments. The devil will be in the details.

Par

Daniel  Girlando, Ben  Shakinovsky

Services

Cybersécurité, respect de la vie privée et protection des renseignements personnels, Litiges, Soins de santé et 

sciences de la vie

____________________________________________________________________________________

BLG  |  Vos avocats au Canada

Borden Ladner Gervais S.E.N.C.R.L., S.R.L. (BLG) est le plus grand cabinet d’avocats canadien véritablement 

multiservices. À ce titre, il offre des conseils juridiques pratiques à des clients d’ici et d’ailleurs dans plus de 

domaines et de secteurs que tout autre cabinet canadien. Comptant plus de 725 avocats, agents de propriété 

intellectuelle et autres professionnels, BLG répond aux besoins juridiques d’entreprises et d’institutions au pays 

comme à l’étranger pour ce qui touche les fusions et acquisitions, les marchés financiers, les différends et le 

financement ou encore l’enregistrement de brevets et de marques de commerce.

blg.com

Bureaux BLG

Calgary

Centennial Place, East Tower
520 3rd Avenue S.W.
Calgary, AB, Canada
T2P 0R3

T 403.232.9500
F 403.266.1395

Ottawa

World Exchange Plaza
100 Queen Street
Ottawa, ON, Canada
K1P 1J9

T 613.237.5160
F 613.230.8842

Vancouver

1200 Waterfront Centre
200 Burrard Street
Vancouver, BC, Canada
V7X 1T2

T 604.687.5744
F 604.687.1415

Montréal

1000, rue De La Gauchetière Ouest
Suite 900
Montréal, QC, Canada
H3B 5H4

T 514.954.2555
F 514.879.9015

Toronto

Bay Adelaide Centre, East Tower
22 Adelaide Street West
Toronto, ON, Canada
M5H 4E3

T 416.367.6000
F 416.367.6749

Les présents renseignements sont de nature générale et ne sauraient constituer un avis juridique, ni un énoncé complet de la législation 

pertinente, ni un avis sur un quelconque sujet. Personne ne devrait agir ou s’abstenir d’agir sur la foi de ceux-ci sans procéder à un examen 

approfondi du droit après avoir soupesé les faits d’une situation précise. Nous vous recommandons de consulter votre conseiller juridique si 

vous avez des questions ou des préoccupations particulières. BLG ne garantit aucunement que la teneur de cette publication est exacte, à 

jour ou complète. Aucune partie de cette publication ne peut être reproduite sans l’autorisation écrite de Borden Ladner Gervais S.E.N.C.R.L., 

S.R.L. Si BLG vous a envoyé cette publication et que vous ne souhaitez plus la recevoir, vous pouvez demander à faire supprimer vos 

coordonnées de nos listes d’envoi en communiquant avec nous par courriel à desabonnement@blg.com  ou en modifiant vos préférences 

d’abonnement dans blg.com/fr/about-us/subscribe. Si vous pensez avoir reçu le présent message par erreur, veuillez nous écrire à 

communications@blg.com. Pour consulter la politique de confidentialité de BLG relativement aux publications, rendez-vous sur 

blg.com/fr/ProtectionDesRenseignementsPersonnels.

© 2025 Borden Ladner Gervais S.E.N.C.R.L., S.R.L. Borden Ladner Gervais est une société à responsabilité limitée de l'Ontario.

https://www.blg.com/fr/people/g/girlando-daniel
https://www.blg.com/fr/people/_deactive/s/shakinovsky-ben
https://www.blg.com/fr/services/practice-areas/cybersecurity-privacy-data-protection
https://www.blg.com/fr/services/practice-areas/disputes
https://www.blg.com/fr/services/industries/health-care-life-sciences
https://www.blg.com/fr/services/industries/health-care-life-sciences
http://www.blg.com/fr/
mailto:desabonnement@blg.com
https://www.blg.com/fr/about-us/subscribe
mailto:communications@blg.com
http://www.blg.com/fr/ProtectionDesRenseignementsPersonnels
http://www.blg.com/fr/ProtectionDesRenseignementsPersonnels
http://www.blg.com/fr/ProtectionDesRenseignementsPersonnels
http://www.blg.com/fr/ProtectionDesRenseignementsPersonnels
http://www.blg.com/fr/ProtectionDesRenseignementsPersonnels



